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o Operated the only public cybersecurity testbed - DeterLab (20 years)
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stability, consistency of results and portability
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